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Abstract. This study examines the impact of trust on Generation Z's intention to continue using mobile payment applications in
Batam City, drawing on Innovation Diffusion Theory (IDT) and Trust Building Theory as theoretical foundations. Using a
quantitative approach, data were collected from 348 respondents and analyzed using SEM-PLS, including validity tests (AVE,
loadings), reliability assessments (Cronbach's Alpha, Composite Reliability), model fit evaluation (SRMR), bootstrapped path
analysis, and moderation testing via MICOM and Multi-Group Analysis (MGA). Findings reveal that security (B = 0.427, p <
0.001) and reputation (f = 0.330, p < 0.001) significantly contribute to building user trust, while mobility and customization
show no significant impact. Trust substantially reduces perceived risk (B =-0.751, p <0.001) and enhances continuance intention
(B = 0.490, p < 0.001). Conversely, perceived risk negatively affects usage sustainability (f = -0.318, p < 0.001). Gender
moderation analysis indicates no significant moderating effect on the antecedent-trust relationships. These findings underscore
that security and reputation are critical drivers of trust, which serves as a pivotal mechanism linking technological attributes to
sustained digital engagement among Gen Z mobile payment users. The study contributes to digital payment literature by
demonstrating that foundational trust elements outweigh convenience features in fostering long-term user loyalty.
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Introduction

Advances in digital technology have transformed
the way people transact, with mobile payment
applications becoming increasingly popular in
Indonesia. The increase in the adoption of these
applications is driven by the growth of the digital
economy, internet penetration, and smartphone use,
especially among Generation Z (Gen Z), who are
known to be adaptive to technology (Bank Indonesia,
2022; Dahlberg et al. (2015). This demographic
gravitates toward mobile payment services due to
perceived convenience, enhanced security features,
and attractive promotional incentives. However, ease
of access also presents risks of impulsive spending
patterns without adequate financial literacy (Chen et
al., 2021).

Around 70% of Gen Z in Indonesia have used
digital financial applications and are actively
exploring new features, such as e-wallets and buy-
now, pay-later services (Nugroho, 2024). However,
according to Gefen et al. (2003) and McKnight et al.
(2002) the sustainability of using these applications
still faces challenges, especially related to trust in the
security, privacy, and reliability of the system.
Previous literature has highlighted trust as a key factor
in the adoption of digital services, with elements of
reputation, customization, security, and mobility as
key drivers (Shao et al., 2019). In addition, according
to Shao et al. (2019) and Kalini¢ et al. (2019), gender
also serves as a moderating variable that can influence
the formation of user trust in applications.

This study replicates previous research by Ansori
and Nugroho (2024), which discussed the relationship
between trust factors and the continuation of mobile
payment application use in Indonesia. However,
critical research gaps persist. First, previous studies
predominantly employed heterogencous samples,
obscuring generation-specific behavioral patterns.
Gen Z exhibits distinct digital nativity, risk
perceptions, and value orientations that warrant
isolated examination (Dimock, 2019). Second,
geographical contextualization remains limited,
despite regional variations in digital infrastructure,
cultural norms, and economic conditions significantly
affecting technology adoption patterns (Hofstede,
2001).

However, this study differs in two main ways: first,
it focuses explicitly on the segment of Gen Z that has
unique characteristics in its use of technology; second,
the geographical context of the research is limited to
Batam City. Batam was chosen because of its

characteristics as a city with significant digital
economic growth and ever-increasing technological
facilities. Data from Badan Pusat Statistik Batam City
(2024) support this, which indicates that more than
75% of young people in this city regularly use digital
financial applications.

This research addresses these gaps by focusing
exclusively on Gen Z users in Batam City, Indonesia.
Batam represents an ideal research context due to its
unique characteristics as a Special Economic Zone
with accelerated digital infrastructure development,
high internet penetration (84.7%), and extensive e-
commerce integration (BPS Batam, 2024). The city's
youthful demographic composition (56% under 35
years old) and strategic position as a regional trade hub
create distinctive dynamics for mobile payment
adoption. Data from Badan Pusat Statistik Batam City
(2024) indicates 78.3% of residents aged 18-28
regularly utilize digital financial applications—
substantially higher than the national average of
58.6% (OJK, 2024). Additionally, Batam's
multicultural ~ environment and exposure to
Singaporean financial technology innovations provide
insights into cross-border digital payment behaviors
(Batam Investment Board, 2023).

To construct a robust theoretical framework, this
study integrates two complementary theories.
Innovation Diffusion Theory (IDT), proposed by
Rogers (1962), explains the adoption of technology
through five key attributes: relative advantage,
compatibility, complexity, trialability, and
observability. In mobile payment contexts, relative
advantage  manifests through mobility and
customization features that enhance user control and
accessibility (Shao et al., 2019). Second, the Trust
Building Theory by McKnight et al. (2002) posits that
digital trust emerges from perceived security,
reputation, integrity, and competence. This framework
elucidates the formation of trust in risk-laden digital
environments. By synthesizing these theories, this
study provides a comprehensive analysis of how
technological attributes shape trust, influence risk
perceptions, and ultimately determine continuance
intentions among digitally native users.

Literature Review

Innovation Diffusion Theory (IDT)

The Innovation Diffusion Theory (IDT), developed
by Rogers (1962), describes the process of adopting
innovation in society through five main attributes:
relative  superiority, compatibility, complexity,
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trialability, and observability. In the context of mobile
payment, the characteristics of relative superiority are
operationalized through aspects of mobility and
customization (Shao et al., 2019). Consumers tend to
adopt new technologies if they perceive greater
benefits than those offered by existing systems (Taylor
& Todd, 1995). IDT is also used to analyze users' trust
in digital technologies, including online payment
applications and internet-based platforms (Venkatesh
et al., 2003).

Trust Building Theory

Trust is a key element in online interactions,
especially in digital financial transactions. The theory
of building trust developed by McKnight et al. (2002)
identifies two main components: willingness to
depend and belief in benevolence, integrity, and
competence. In the context of mobile payment
applications, trust encompasses the belief that these
applications can protect personal data, ensure security,
and be reliable in various situations (Gefen et al.,
2003). A good online reputation and positive reviews
from previous users also play a crucial role in building
trust (Shao et al., 2019).

Mobile Payment

Mobile payment (mobile payment) is a mobile
device-based payment solution designed to provide
convenience and flexibility for users to carry out
financial activities anytime and anywhere (Dahlberg
et al., 2015). The mobile payment application utilizes
various technologies, including Near Field
Communication (NFC), QR Codes, digital wallets,
and biometric technologies such as fingerprint
scanners and facial recognition, to enhance the
security and convenience aspects of transactions (C.
Kim et al.,, 2010). The main advantage of mobile
payment lies in its ability to overcome geographical
limitations and provide fast and efficient transaction
access (Lu et al., 2011). However, the adoption of this
technology still faces challenges in the form of user
doubts about security and the persistence of traditional
payment methods (Dahlberg et al., 2015).

Continuance Intention

In the context of digital payments through mobile
devices, continuance intention refers to the user's
desire to continue using the mobile payment
application after they have had an initial experience
with it (Amoroso & Lim, 2017). Sustainability of use

is greatly influenced by user satisfaction with
application features, such as convenience, security,
and reliability of services (T. Zhou, 2013). The
continuance intention model, developed by
Bhattacherjee (2001), emphasizes the importance of
expectation confirmation and post-use evaluation. The
benefits perceived by users, such as convenience, have
a more dominant positive influence on sustainability
intentions compared to perceived risk (Ubaidillah et
al., 2023).

Hypothesis Development

The Effect of Mobility on Trust

In Innovation Diffusion Theory by Rogers (1962),
mobility is an attribute of relative excellence because
it provides flexibility in accessing applications at any
time and from anywhere. For Gen Z, who prioritize
speed and efficiency, this feature reinforces the
perception of service reliability. Shao et al. (2019)
demonstrate that mobility enhances user comfort.
Similar findings were also presented by Chong et al.
(2012) and Liébana-Cabanillas et al. (2014), which
demonstrate that mobility has a positive impact on the
formation of trust in digital services.

Hi: Mobility has a positive effect on trust

The Effect of Customization on Trust

Customization is a key element of relative
superiority in IDT, allowing for the personalization of
features according to the user's needs (Huang et al.,
2014). Gen Z tends to trust systems that give them
control and experiences that suit their preferences.
When users feel that the app can be tailored to their
style and habits, it creates a sense of engagement and
ownership that reinforces trust. This statement is
reinforced by the research result by Suh and Han
(2003), who found that customization strengthens the
perception of reliability and fosters a sense of user
engagement, thereby positively impacting trust.

H,: Customization has a positive effect on trust

The Effect of Security on Trust

Trust Building Theory posits that security serves as
the foundation of trust in digital services (McKnight et
al., 2002). In mobile payments, security includes the
protection of personal data and transactions. Although
Gen Z is familiar with technology, they still have
concerns about data leaks and the misuse of
information. Therefore, trust increases as users feel



234 M. Ikhlash, T. Purba | Journal of Applied Accounting and Taxation 10 (2) 231-245

safe from the risk of information leakage and misuse.
This is supported by Chellappa and Pavlou (2002),
who affirm the importance of security in building user
trust.

Hj: Security has a positive effect on trust

The Influence of Reputation on Trust

Reputation, as a collective perception of the
credibility of service providers, is an important signal
in the digital environment (McKnight et al., 2002).
Gen Z tends to rely on reviews, ratings, and social
opinions before using an app. A good reputation can
serve as an initial trust signal for users who have not
had hands-on experience with the app. Studies by
Laurence & Candiwan (2020) and Reskyana &
Candiwan (2020) demonstrate that reputation is a key
factor in establishing trust in digital financial
applications, such as OVO and LinkAja.

Ha: Reputation has a positive effect on trust

The Effects of Gender Moderation

The theory of social role by Eagly (1987) posits that
there is a difference in preferences for technology use
between men and women. Gender can moderate the
strength of the relationship between mobility,
customization, security, reputation, and user trust.
Shao et al. (2019) show that women are more
responsive to security and customization, while men
tend to be influenced by mobility and reputation.
Kalini¢ et al. (2019) also support the notion that
antecedent influences on beliefs differ significantly
between genders.

Hs: Antecedent influence on gender-moderated beliefs

According to Venkatesh et al. (2012) and Z. Zhou
et al. (2014), efficiency and technical function are the
primary focus of men when using technology. In the
context of mobile payments, mobility, which is access
anytime and anywhere, is more valuable for them
because it is directly related to productivity. This is
reinforced by Liébana-Cabanillas et al. (2014), who
found that men are more sensitive to mobility features
in forming trust in digital financial applications.

Hsa: The effect of mobility on confidence is stronger
in men

Women tend to appreciate personal and
customizable features, such as appearance, control,
and emotionally relevant user experiences, more than
men (San Martin & Jiménez, 2011). Customization in
digital apps allows female users to feel more

personally involved and have control over the system,
which ultimately reinforces their trust in the app. Shao
et al. (2019) found that women are more responsive to
personalization features in digital financial services,
while Suh and Han (2003) assert that flexibility and
control in the system increase the perception of trust,
especially in female users.

Hsy: The effect of customization on stronger trust in
Women

Security is a significant factor in building trust
among female users, as they are more sensitive to
digital risk such as data misuse and fraud (Chawla &
Joshi, 2020). Women's trust in apps increases when
they feel their data and transactions are well-protected.
As in the study by Shao et al. (2019), security was
shown to have a greater influence on women's
confidence than men's.

Hsc: The effect of security on stronger trust in Women

Men are more likely to use reputation as an early
indicator of trust, especially in conditions of limited
information. They are more responsive to user
reviews, brand popularity, and the app's social image.
Kalini¢ et al. (2019) show that reputation plays a
greater role in shaping men's trust in fintech services,
as they tend to rely on a rational approach in assessing
the credibility of the system.

Hsq: The effect of reputation on trust is more
substantial in men

The Influence of Trust on Perceived Risk

In Trust Building Theory, high trust reduces the
perception of risk because users feel confident that
digital systems will operate reliably and securely
(Gefen et al., 2003). When users have confidence in
the reliability and security of the app, concerns about
risk such as financial loss and data misuse decrease.
Research by Lin et al. (2017), and T. Zhou (2013) has
shown that trust has a significant influence on
reducing perceived risk in digital financial services.
He: Trust Negatively Affects Perceived Risk

The Effect of Trust on Continuation Intention

According to the Continuance Intention model
developed by Bhattacherjee (2001), users' desire to
continue using digital services is significantly
influenced by their trust in the system. In this case, the
sustainability of mobile payment application use is
highly dependent on user perception of the security,
reliability, and reputation aspects of the application
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used. Trust fosters a sense of security and satisfaction
with the system, which in turn encourages loyalty.
Shao et al. (2019), T. Zhou (2013), and Koster et al.
(2016) also provide empirical support for these
findings, suggesting that trust significantly increases
the sustainability intention associated with app use.

Hj7: Trust Positively Affects Intention to Continue Use

The Influence of Perceived Risk on Continuance
Intention
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The perceived risk is a subjective evaluation of the
potential losses associated with the use of technology
D. J. Kim et al. (2008). As perceived risk increase,
users' tendency to continue utilizing digital services
will decrease. Studies conducted by Lin et al. (2017)
and Shao et al. (2019) that the perception of risk is the
main inhibiting factor in forming the intention to
continue using digital financial applications.

Hs: Perceived Risk Negatively Affects Intention to
Continue Use.

Research Model

Mobility

H7
Trust
Customization \ Continuance Intention
H6
H8
Security A 4
H4 Perceived Risk
Reputation

Fig. 1. Research Model
Source: Primary Data (2025)

Research Methods

Sampling and Data Collection

This study employs a quantitative survey
methodology using structured questionnaires as the
primary data collection instrument. The target
population comprises Generation Z individuals,
operationally defined as those aged 18-27 years (born
between 1997 and 2007), residing in Batam City, Riau
Islands Province, Indonesia. According to Batam City
Electoral Commission (KPU) data reported through
regional media, 224,469 Gen Z voters (born 1995-
2000, overlapping with our broader 1997-2007
definition) were registered for the 2024 Regional
Elections (Batam Pos, 2024; GoKepri, 2024). This
figure provides a conservative population estimate, as
it excludes Gen Z individuals born after 2000 who
form a substantial portion of our target demographic.

Purposive sampling was employed with three
inclusion criteria: (1) age 18-27 years, (2) Batam City
residency, and (3) active mobile payment application
usage (minimum twice monthly) within the past six
months. Sample size was calculated using Slovin's
formula with a 5% margin of error:

n=N/(1+N(e?))

Where N = 224,469 and e = 0.05, yielding a
minimum required sample of 399 respondents.
However, to account for potential incomplete
responses and enhance statistical power, we
distributed 420 questionnaires. After data screening
for completeness, missing values, and attention
checks, 348 valid responses were retained for analysis
(82.9% valid response rate).

The  questionnaire  employed  established
measurement scales adapted from prior, validated
instruments (see Table 1), with all items measured on
5-point Likert scales (1 = Strongly Disagree to 5 =
Strongly Agree). A pre-test with 30 respondents
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confirmed the clarity of items and their face validity.
The final questionnaire was distributed online via
Google Forms through social media platforms
(WhatsApp, Instagram, Line) and university networks
from May 16 to June 12, 2025. Data collection
occurred in Batam City, ensuring geographical
consistency. Secondary data from official statistics
(BPS, OJK, Bank Indonesia) were supplemented with
primary survey data to contextualize the findings.

This study prepares an operational definition of
variables based on quantitative and measurable
indicators. The indicators are compiled based on
references from relevant previous studies. A further
explanation of the variables, indicators, reference
sources, and measurement times used is provided in
Table 1.

Variable Operations

Variable Indicators Source
Mobility Payment access capabilities from any location. Shao et al (2019)
Flexibility of transaction times. Kim et al (2010)
Integration with mobile devices for real-time transactions. Huang et al (2014)
Customiaton Fextilit of payment spions Huang ot ol 2014)
Ly o1 payment options. Shao & Zhang (2018)
Customizable security settings.
it P ti f syst liability. .
Security erception of system re iability McKnight et al (2002)
Personal data protection. Zhou (2011)
Secure transaction guarantee (biometrics/PIN).
Reputation Positive image of apphcatlogs in the community. Lin et al (2017)
Recommendations from social circles. -
- - Kalini¢ et al (2020)
Previous user reviews.
Trust Confidence in the reliability of the application.

Perception of service provider integrity.

McKnight et al (2002)

Trust in the protection of user data.

Shao et al (2019)

Perceived Risk Concerns over data leaks.

Fear of financial loss.

Kim et al (2008)

Uncertainty of internet network performance. Kaster etal (2016)
Continuance Intention l’gziociii;r:ntg :onstitrz)uztllllzirr;g the app. Zhou (2013)
PP - Bhattacherjee (2001)

Post-service satisfaction.

Gender (Moderator)

Respondent's gender (Male/Female)

Source: Primary Data (2025)

This study was analyzed using the Structural
Equation Modeling method with the Partial Least
Squares (SEM-PLS) approach, which was processed
using SmartPLS software version 4.0. This technique
is employed because it can simultaneously analyze the
relationships between constructs, even for non-normal
data and complex models (Hair et al., 2022). Validity
testing was conducted using a convergent validity
approach, characterized by an AVE value of 0.5 or
greater and an indicator load factor of 0.7 or greater
(Hair et al., 2022). In addition, discriminant validity is
tested using the Fornell-Larcker criterion, where the
square root of AVE of a construct must be greater than
the correlation of that construct with other constructs
(Fornell & Larcker, 1981). Meanwhile, reliability is
assessed with a minimum value of 0.7, and Composite
Reliability (CR), with a minimum value of 0.7, is used
to indicate the internal consistency of indicators within
one construct (Hair et al., 2022).

Prior to hypothesis testing, model fit was evaluated
using Standardized Root Mean Square Residual
(SRMR), where a < value of 0.10 or less indicated that
the model had an adequate fit (Hair et al., 2022).
SRMR is used as a complementary indicator in PLS-
SEM to ensure that globally constructed models are
compliant with empirical data. However, PLS-SEM
itself places more emphasis on the predictive
capabilities of the model (Sarstedt et al., 2014). Path
analysis was conducted using the bootstrapping
technique with 5,000 subsamples to obtain a robust
parameter estimate and test the significance of the
relationship between constructs through t-statistics
and p-values, with a significance level of p < 0.05 used
as the standard to reject the null hypothesis (Hair et al.,
2022).

Measurement Invariance of Composite Models
(MICOM) testing is performed prior to Multi-Group
Analysis (MGA) to ensure the measurement model is
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equivalent between groups. MICOM consists of three
stages: (1) configural invariance, fulfilled if the model
structure and indicators are the same; (2)
compositional invariance, fulfilled if the composite
correlation > 0.95 and p-value > 0.05; and (3) equality
of mean and variance, fulfilled if the p-value > 0.05. If
the first two stages are met, even if the third stage is
not, the model is considered to meet partial
measurement invariance, allowing the MGA analysis
to proceed (Henseler et al., 2016).

After the model met the partial measurement
invariance via MICOM, the MGA analysis was
performed to see if there were differences in
influences between groups, such as gender. In
SmartPLS, the analysis can use the PLS-MGA method
or the permutation test. The difference is considered
significant if the p-value < 0.05. If significant, then
moderator variables (e.g., gender) have been shown to
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influence the relationship between constructs (Hair et
al., 2022); (Henseler et al., 2016).

Results and Discussion

Result

348 wvalid responses met the inclusion criteria
(82.9% response rate). All respondents fell within the
18-28 age range, consistent with Generation Z
classification. Based on Table 2, the majority of
respondents reported having completed high school
education or its equivalent, with a monthly income or
allowance ranging from IDR 3,500,000 to IDR
5,000,000. Most of the respondents worked as private
employees. In terms of mobile payment usage, the
majority of respondents use this application about 1-2
times every week.

Table 2
Respondent Profile
Demographic Factors | Frequency | Percentage
Gender
Men 151 43.39
Women 197 56.61
Age
<18 Years 18 4.80
18 - 28 Years 348 92.80
> 28 years old 9 2.40
Final Education
High School/Equivalent 200 57.47
Diploma 74 21.26
Bachelor (S1) 70 20.11
Postgraduate (S2/S3) 4 1.15
Work
Student/Student 150 43.10
Civil Servant/Indonesian National Armed Forces/Indonesian National Police 11 3.16
Private employees 153 43.97
Self-employed 23 6.61
Other 11 3.16
Frequency of Mobile Payment Use
Every day 95 27.30
3-6 times/week 113 32.47
1-2 times/week 115 33.05
<1 time/week 25 7.18
Salary per month
<IDR 500,000 36 10.34
IDR 500,000 - IDR 1,500,000 60 17.24
IDR 1,500,000 - IDR 3,500,000 53 15.23
IDR 3,500,000 - IDR 5,000,000 108 31.03
> 1DR 5,000,000 91 26.15

Source: Primary Data (2025)
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Validity and Reliability Analysis

Table 3 presents the results of the convergent
validity analysis, which shows that the entire construct

has an AVE value above 0.5 and the load factor of the
indicator exceeds 0.7, thus meeting the convergent
validity criteria.

Table 3
Validity and Reliability
Outer Convergent Cronbach's Reliabili
Construct Items Loading AVE ValiditygTest Alpha CR Test i

MBI 0.865

Mobility MB2 0.904 0.742 Accepted 0.825 0.896 Reliable
MB3 0.812
CS1 0.869

Customization CS2 0.896 0.738 Accepted 0.822 0.894 Reliable
CS3 0.810
SR1 0.883

Security SR2 0.906 0.742 Accepted 0.825 0.896 Reliable
SR3 0.791
REI 0.787

Reputation RE2 0.887 0.711 Accepted 0.796 0.881 Reliable
RE3 0.853
TR1 0.846

Trust TR2 0.944 0.776 Accepted 0.854 0.912 Reliable
TR3 0.849
PR1 0.861

Perceived Risk PR2 0.858 0.747 Accepted 0.832 0.899 Reliable
PR3 0.874
CIl 0.857

Continuance Intention CI2 0.913 0.752 Accepted 0.835 0.901 Reliable
CI3 0.830

Source: Primary Data (2025)

Table 3 also indicates that the entire construct has
Cronbach's Alpha values above, and a Composite

Reliability (CR) exceeds 0.7, which indicates an
excellent level of reliability.

Table 4
Fornell-Larcker Criteria
C(I)ntmu? nee Customization Mobility |Perceived Risk| Reputation Security Trust
ntention

Continuance Intention 0.867
Customization 0.655 0.859
Mobility 0.653 0.836 0.861
Perceived Risk 0.686 0.726 0.735 0.864
Reputation 0.768 0.749 0.719 0.768 0.843
Security 0.698 0.679 0.617 0.698 0.739 0.861
Trust 0.729 0.711 0.671 0.751 0.784 0.794 0.881

Source: Primary Data (2025)

The results presented in Table 4 indicate that each
construct has a root value of AVE greater than the
correlation with other constructs, suggesting that
discriminant validity has been achieved.

Hypothesis Testing

Before performing hypothesis testing in PLS-SEM,
it is essential to evaluate the overall model fit using
indicators such as the SRMR (Standardized Root

Mean Square Residual). According to Hair et al.
(2022) SRMR indicates the extent to which the model
built is in accordance with empirical data, and a value
below 0.10 is considered to indicate a good fit model.

This study yielded an SRMR value of 0.102, which
is slightly above the ideal threshold. However, in the
PLS-SEM approach, the SRMR serves only as a
complementary indicator, as the primary focus of
PLS-SEM is the model's predictive capabilities, not its
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global structural fit (Sarstedt et al., 2014). As long as
the construct demonstrates good reliability and
validity, as well as a significant relationship between
variables, the model remains feasible for hypothesis

testing, even if the SRMR value is slightly above the
standard.

Table 5
SRMR
Saturated Model Estimated Model
SRMR 0,076 0,102
d ULS 1,321 2,399
d G 0,649 0,779
Chi-square 1471,025 1626,238
NFI 0,757 0,731
Source: Primary Data (2025)
Direct Effect
Table 6
Hypothesis Testing Summary
Hypothesis Path Coefficients t-statistics p-values Conclusion

H1: Mobility -> Trust 0,081 1,230 0,219 Not supported
H2: Customization -> Trust 0,107 1,548 0,122 Not supported
H3: Security -> Trust 0,427 8,585 0,000 Supported
H4: Reputation -> Trust 0,330 5,252 0,000 Supported
H6: Trust -> Perceived Risk 0,751 26,211 0,000 Supported
H7: Trust -> Continuance Intention 0,490 8,173 0,000 Supported
HB8: Perceived Risk -> Continuance Intention 0,318 5,185 0,000 Supported

Source: Primary Data (2025)

As shown in Table 6, the mobility variable had no
significant effect on trust, with a path coefficient of
0.081, a t-statistic of 1.230, and a p-value of 0.219 (p
> 0.05). This means that despite the positive direction
of the relationship, the influence of mobility on trust

formation is very weak and not statistically
significant.
The same thing also happened with the

customization variable, which had no significant
effect on the confidence of the values p = 0.122,
coefficient=0.107, and t = 1.548. In contrast to safety,
which shows a positive and significant influence on
trust with a path coefficient of 0.427, a t-statistic of
8.585, and a p-value of 0.000. Reputation showed a
positive and significant influence on trust, with a path
coefficient of 0.330, a t-statistic of 5.252, and a p-
value of 0.000. Furthermore, trust has a powerful and
significant influence on lowering risk perception, with
a path coefficient of 0.751, a t-statistic of 26.211, and
a p-value of 0.000. Additionally, trust has a positive
and significant effect on the intention to continue
using the application, with a coefficient of 0.490, a t-
statistic of 8.173, and a p-value of 0.000. Risk
perception had a significant effect on intention to

continue use (coefficient 0.318; t=5.185; p = 0.000),
but the positive direction contradicted the theory that
risk should lower intention.

Gender Moderation Test

Gender moderation testing in this study was
conducted using the Measurement Invariance of
Composite Models (MICOM) approach, which
comprises three main stages. In the first stage,
configural invariance is tested by using the same
model and indicators in both groups, indicating that
configural invariance is considered to have been met,
and the analysis can proceed to the next stage.

The second step, compositional invariance, based
on Table 7, shows that the correlation value and p-
value for each construct meet the criteria of
compositional invariance, with a p-value of 0.05.
However, the reputation construct, with a correlation
of 0.997 and p = 0.011, does not meet this criterion
because p < 0.05, so it is declared not invariant at this
stage.

In step 3a of the equality of means test, only the
safety and intention to continue met the mean
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invariance criteria (p > 0.05), while the other
constructs were not invariant.

Then, in step 3b of the equality of variances test,
based on Table 7, only the intention to continue met
the criteria of variance invariance (p > 0.05), while the
other constructs did not.

Therefore, MGA analysis is only performed on
constructs that meet the requirements of invariance,
such as safety and intention to continue. The results of
the analysis on non-invariant constructs must be
interpreted carefully, as the differences that arise can
be caused by variations in construct structures, rather
than differences in relationships between variables.

Table 7
MICOM Measurement Invariance Test

Step 2

Original correlation p-value Interpretation
Mobility 0.998 0.076 Invariant
Customization 0.999 0.432 Invariant
Security 1.000 0.635 Invariant
Reputation 0.997 0.011 Non-Invariant
Trust 1.000 0.507 Invariant
Perceived Risk 0.998 0.055 Invariant
Continuance Intention 1.000 0.404 Invariant
Step 3a (mean)

Original difference p-value Interpretation
Mobility -0.473 0.000 Non-Invariant
Customization -0.482 0.000 Non-Invariant
Security -0.209 0.067 Invariant
Reputation -0.412 0.000 Non-Invariant
Trust -0.272 0.014 Non-Invariant
Perceived Risk -0.401 0.001 Non-Invariant
Continuance Intention -0.216 0.059 Invariant
Step 3b (variance)

Original difference p-value Interpretation
Mobility 0.719 0.000 Non-Invariant
Customization 0.995 0.000 Non-Invariant
Security 0.377 0.013 Non-Invariant
Reputation 0.561 0.000 Non-Invariant
Trust 0.545 0.003 Non-Invariant
Perceived Risk 0.669 0.001 Non-Invariant
Continuance Intention 0.263 0.079 Invariant

Source: Primary Data (2025)

To test the effect of gender moderation, the analysis
was conducted using Multigroup Analysis (MGA).
Table 8 presents the test results showing that the entire
p-value of the Multi-Group Analysis (MGA) analysis
is above 0.05. This means that there are no significant
differences between men and women in the influence
of mobility, customization, security, and reputation on

trust. Thus, gender does not moderate the relationship
between these constructs. Although there were
differences in the coefficients and significance values
within each group, these differences were not
statistically significant. Therefore, the influence of
constructs on beliefs can be considered similar in both
gender groups.

Table 8
Analysis Results Multigroup
. Men - men Woman .
Hypothesis Coefficient p-value Coefficient p-value p-value MGA Conclusion
H5a: Mobility -> Trust 0,122 0,230 0,052 0,479 0,566 Insignificant
H5b: Customization -> Trust 0,165 0,140 0,058 0,464 0,435 Insignificant
HS5c: Security -> Trust 0,379 0,000 0,464 0,000 0,373 Insignificant
H5d: Reputation -> Trust 0,295 0,003 0,336 0,000 0,725 Insignificant

Source: Primary Data (2025)
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Discussion

This study was conducted to investigate the impact
of various factors, including mobility, customization,
security, and reputation, on user trust, as well as their
influence on risk perception and sustainable intention
to use mobile payment applications among Generation
Z in Batam City. The results of the statistical analysis,
conducted through SEM-PLS, provide an interesting
and important picture that warrants in-depth
discussion.

The analysis revealed that the mobility variable had
no significant impact on the formation of trust ( =
0.081; p =0.219). This indicates that ease of anytime,
anywhere access is already considered a standard
feature by Gen Z, no longer a trust-building factor.
This phenomenon occurs because Gen Z's very high
level of digital literacy makes them no longer consider
mobility as a competitive advantage. Accessibility has
actually become a basic expectation in the use of
financial applications. This supports the view of
Innovation Diffusion Theory by Rogers (1962), which
posits that innovative features can experience a
decrease in influence over time and undergo
widespread market adoption.

The customization variable also did not have a
significant impact on user confidence levels (f =
0.107; p = 0.122). While personalization is an
important element in digital technology, these results
indicate that users do not automatically build trust
simply because apps offer customizable features.
Therefore, it is likely that the available customization
features are not relevant enough or have not been
directly felt by users. Gen Z wants personalization that
truly fits their lifestyle, not just a look or color setup.
These results align with the findings of Huang et al.
(2014) who stated that the impact of customization is
highly dependent on users' perception of value.

While the previous two variables were not
significant, security actually had a significant positive
impact on user confidence (f =0.427; p <0.001). This
means that the higher the user's perception of system
security, the more trust is built in the application. In
the context of digital financial transactions, a sense of
security is the primary need that must be met. Gen Z
may already be familiar with technology, but still has
concerns about data leaks or fraud. Therefore, clarity
about the data protection system is a key factor in
establishing trust. These findings support theories
proposed by McKnight et al. (2002) and Chellappa
and Pavlou (2002).

Reputation was also found to be a significant factor
in forming trust (B = 0.330; p < 0.001). The app's

positive image in the eyes of the public and good user
reviews give a credibility signal to new users. Given
the high level of involvement of Gen Z in social
media, the influence of public opinion and the
community is a significant factor in shaping their
perceptions. They will trust applications that have
received widespread recognition online, either
through ratings, testimonials, or peer experiences.
These findings are consistent with the results of
previous studies by Kalini¢ et al. (2019) and
McKnight et al. (2002).

A high level of trust significantly lowers risk
perception (B =-0.751; p <0.001) while increasing the
user's intention to continue using the app (B = 0.490; p
< 0.001). This indicates that when users have a level
of trust in the app, they not only feel safer but are also
motivated to continue using it. This is a significant
finding because it reinforces the notion that trust
serves as a bridge between psychological comfort and
user loyalty. In the context of Gen Z being critical and
quickly changing platforms, trust can be the key to
retaining users. These findings are reinforced by the
results of research conducted by Lu et al. (2011), Cao
etal. (2018), and T. Zhou (2013).

The results of the analysis showed that the higher
the perception of risk, the lower the tendency of the
user to continue using the application (f =-0.318; p <
0.001). When users perceive an app as risky, they are
less likely to continue using it, despite its features and
benefits. These findings reflect Gen Z's sensitivity to
potential losses, especially in the form of data or fund
loss. Therefore, minimizing risk through education,
additional security features, and transparent
communication is an essential strategy. The studies by
D. J. Kim et al. (2008) support these findings.

The results of the moderation analysis showed that
gender did not moderate the relationship between
antecedents and trust significantly (all p > 0.05).
Nonetheless, there is a tendency that men pay more
attention to functionality, such as mobility, while
women are more sensitive to reputation and security.
These differences may reflect the influence of social
and cultural values on technology preferences;
however, they are not statistically significant enough,
as the fundamental perceptions and beliefs seem to be
similar across both genders. These findings are
consistent with those of Chawla and Joshi (2020),
(Kalini¢ et al., 2019), and Shao et al. (2019).

According to the HS5a hypothesis, the effect of
mobility on confidence was not significant in either
males (coefficient = 0.122, p = 0.230) or females
(coefficient = 0.052, p = 0.479), with an MGA p-value
0f 0.566. This indicates that the level of ease of access



242 M. Ikhlash, T. Purba | Journal of Applied Accounting and Taxation 10 (2) 231-245

or flexibility in using digital services has not been
sufficient to influence user trust, regardless of gender
significantly.

For H5b, the effect of customization on trust was
also insignificant and did not differ between genders,
with the male coefficient (0.165; p = 0.140) higher
than that of the female (0.058; p = 0.464), and the
MGA p-value of 0.435. This suggests that service
personalization has not had a significant impact on
building trust among both male and female users.

In HS5c, safety was shown to have a significant
effect on confidence in both groups (males: 0.379, p =
0.000; females: 0.464, p =0.000). However, the MGA
p-value of 0.373 indicates that there was no significant
difference. Although women show a higher
coefficient, statistically, the influence of security is
felt equally by both genders.

Meanwhile, in HS5d, reputation also had a
significant effect on confidence in males (0.295; p =
0.003) and females (0.336; p = 0.000), but with an
MGA p-value of 0.725, no significant differences
were found between groups. Even women show
slightly higher coefficients, so the hypothesis that
reputation has a more substantial influence on men is
unproven.

Based on these results, the authors argue that the
trust-forming factors in the use of digital services are
universal and are not significantly influenced by
gender differences. This means that male and female
users show relatively similar responses to aspects such
as security, reputation, and personalization.

These findings are consistent with previous
research by Gefen et al. (2003), which found that in
the context of technology, trust in systems is more
influenced by perceptions of the quality and integrity
of systems than by demographic factors such as
gender. In addition, Chellappa and Pavlou (2002)
asserts that the trust dimension in e-commerce is
generally formed by an objective perception of the
platform's security and reputation, rather than by the
personal characteristics of the user.

This research confirms that trust is the primary
foundation for building loyalty among Gen Z users of
mobile payment applications. To foster this trust, app
developers must focus on improving security and
establishing a good reputation, rather than just
offering personalization or accessibility features. In
addition, managing risk perception is crucial so that
users feel comfortable and continue to use the app in
the long term.

Conclusion

The study's results indicate that user trust plays a
crucial role in encouraging Gen Z in Batam City to
continue using digital payment applications
sustainably. Trust is proven to be significantly formed
through the perception of the app's security and
reputation, which provides a sense of security and
credibility in the eyes of users. Meanwhile, mobility
and customization have not had a significant impact
on trust, which is most likely due to Gen Z's perception
that these features are already a basic standard in
digital applications, so they no longer significantly
affect trust formation.

High trust significantly lowers the perception of
risk that users feel, and ultimately increases the
intention to continue using the app consistently. On
the other hand, the perception of risk has a significant
negative impact on the intention to continue using the
service, suggesting that insecurity towards the
application can directly lower user loyalty to the
service.

Although the role of gender as a moderator variable
was not statistically significant, the test results showed
a tendency for different preferences between men and
women. Gender preferences show that men tend to
prioritize ease of access and flexibility of services,
while women prioritize trust and data protection.
These findings provide practical insights for app
developers on the importance of a more personalized
and inclusive approach in designing and marketing
digital financial services to diverse user segments.

This research indicates that mobile payment
application providers should prioritize strengthening
the elements that have the most significant influence
on building user trust, particularly security and
reputation. The study's results confirmed that these
two factors had a significant impact on the formation
of trust, which ultimately decreased risk perception
and increased the intention to use the application for
sustainability.

Therefore, companies must establish a robust,
transparent, and trustworthy security system, for
example, by implementing the latest encryption
technology, biometric verification, and open
communication regarding data protection policies.
This step is crucial in providing psychological
assurance to users that their data and transactions are
entirely secure.

Additionally, building and maintaining a strong
digital reputation is a top priority. App developers are
advised to optimize their marketing strategies by
featuring positive reviews, satisfied user testimonials,
and good app ratings on public platforms. A good
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reputation will be an early indicator of trust, especially
for new users who lack firsthand experience.

While customization and mobility features are not
significant in building trust, they can still play a role
in improving the overall user experience. Therefore,
developers can consider a preference-based approach,
not as a key trust-building factor, but rather as a
supporting element for long-term user convenience
and loyalty.

The study's results also showed that gender did not
play a significant moderating role, but there were
indications of a difference in preferences based on
gender. Therefore, companies can still leverage this
information for more careful market segmentation, for
example, by crafting marketing messages tailored to
gender preferences, even if they are not the primary
basis of their product development strategy.

In addition, because risk perception has been shown
to significantly reduce the sustainability intention of
use, companies need to provide digital education and
literacy that emphasizes the security aspect of the
application. Informative and Gen Z-friendly digital
awareness campaigns can help alleviate users'
concerns and foster their loyalty to the app.

With a strategy that focuses on security, reputation,
and transparent and inclusive communication,
companies can strengthen user trust and encourage the
sustainable use of mobile payment applications among
Generation Z in a sustainable manner.

This study has several limitations that should be
considered when interpreting the results and
generalizing the findings. First, this study was
conducted with a limited sample of Generation Z in
Batam City, so the results cannot necessarily be
generalized to Gen Z populations in other regions in
Indonesia or other countries with different
demographic, cultural, and technology adoption
characteristics. Regions with different socioeconomic
conditions and digital infrastructure are likely to show
non-uniform results, particularly in terms of
perceptions of security and application reputation.

Second, data collection methods that rely solely on
quantitative survey-based questionnaires can limit the
depth of understanding of user perceptions and
behaviors. The psychological nuances or personal
motivations behind the beliefs may not be fully
revealed through structured answers. Future research
is recommended to complement this quantitative
approach with qualitative methods, such as in-depth
interviews, to gain a deeper understanding.

Third, other variables that have the potential to
affect sustainability trust and intention have not been
included in this research model. Factors such as social

influence, cultural norms, economic status, digital
literacy, or previous negative experiences with apps
can contribute to trust and risk perception; however,
these factors have not been examined in this study.
Further research can expand the conceptual
framework by integrating these variables.

Fourth, the results showed that two of the four
antecedent factors (mobility and customization) had
no significant effect on trust. However, the study did
not further explore why this was the case. Further
research can use a mixed methods approach to explain
Gen Z's perception of app features that are considered
"ordinary" or less relevant in building trust.

Fifth, although a gender moderation test was
conducted, the results showed that gender was not a
significant moderator variable. This opens up the
question of whether differences in user preferences are
more influenced by factors other than gender, such as
digital experiences or educational backgrounds.
Future research may consider behavioral or
psychographic segmentation approaches as an
alternative to moderation.

Ultimately, this research was conducted over a
limited period and within a specific socioeconomic
context. Changes in the macro situation, such as new
regulations, digital security crises, or increased
privacy awareness, may affect the relevance of
findings in the future. In addition, even if the
measurement instrument has qualified for validity and
reliability, there is still a possibility that some items do
not fully capture the actual perception of the user, so
future retesting and development of the instrument
will still be necessary to improve the accuracy of the
results.

References

Amoroso, D., & Lim, R. (2017). The mediating effects of habit on
continuance intention. [International Journal of Information
Management, 37(6), 693-702. Retrieved from
https://www.sciencedirect.com/science/article/pii/S026840121730
0762. doi:https://doi.org/10.1016/j.ijinfomgt.2017.05.003

Ansori, A. D., & Nugroho, S. S. (2024). The Role of Trust on the
Continuance Usage Intention of Indonesian Mobile Payment
Application. 2024, 26(2), 217. Retrieved from
https://jurnal.ugm.ac.id/gamaijb/article/view/70452.
doi:10.22146/gamaijb.70452

Bhattacherjee, A. (2001). An empirical analysis of the antecedents
of electronic commerce service continuance. Decision Support
Systems, 32(2), 201-214. Retrieved from
https://www.sciencedirect.com/science/article/pii/S016792360100
1117. doi:https://doi.org/10.1016/S0167-9236(01)00111-7



https://www.sciencedirect.com/science/article/pii/S0268401217300762
https://www.sciencedirect.com/science/article/pii/S0268401217300762
https://doi.org/10.1016/j.ijinfomgt.2017.05.003
https://jurnal.ugm.ac.id/gamaijb/article/view/70452
https://www.sciencedirect.com/science/article/pii/S0167923601001117
https://www.sciencedirect.com/science/article/pii/S0167923601001117
https://doi.org/10.1016/S0167-9236(01)00111-7

244 M. Ikhlash, T. Purba | Journal of Applied Accounting and Taxation 10 (2) 231-245

Cao, X., Yu, L., Liu, Z,, Gong, M., & Adeel, L. (2018).
Understanding mobile payment users’ continuance intention: a trust
transfer perspective. Internet Research, 28(2), 456-476. Retrieved
from https://doi.org/10.1108/IntR-11-2016-0359.
doi:10.1108/IntR-11-2016-0359

Chawla, D., & Joshi, H. (2020). The moderating role of gender and
age in the adoption of mobile wallet. Foresight, 22(4), 483-504.
Retrieved from https://doi.org/10.1108/FS-11-2019-0094.
doi:10.1108/fs-11-2019-0094

Chellappa, R., & Pavlou, P. (2002). Perceived information security,
financial liability and consumer trust in electronic commerce
transactions. Logistics Information Management, 15, 358-368.
doi:10.1108/09576050210447046

Chen, X., You, X., & Chang, V. (2021). FinTech and commercial
banks' performance in China: A leap forward or survival of the
fittest? Technological Forecasting and Social Change, 166,
120645. Retrieved from
https://www.sciencedirect.com/science/article/pii/S004016252100
0779. doi:https://doi.org/10.1016/j.techfore.2021.120645

Dahlberg, T., Guo, J., & Ondrus, J. (2015). A critical review of
mobile payment research. Electronic Commerce Research and
Applications, 14(5), 265-284. Retrieved from
https://www.sciencedirect.com/science/article/pii/S156742231500
054X. doi:https://doi.org/10.1016/j.elerap.2015.07.006

Dimock, M. (2019). Defining generations: Where Millennials end
and Generation V4 begins. Retrieved from
https://www.pewresearch.org/short-reads/2019/01/17/where-
millennials-end-and-generation-z-

begins/?gad_source=1&gad campaignid=22378837192&gbraid=0
AAAAA-

ddO9ERG4xIFU8zqFWqBKSqtWlzy&gclid=CjwK CAjwxrLHBh
A2EiwAu9EdM6Wb4uwrYvxQfD710p89YKRHREd2LjbMHjHX
f47RKQ0JcOIKeTrm4RoCcQMQAvVD_BwE

Eagly, A. H. (1987). Sex differences in social behavior: A social-
role interpretation. Hillsdale, NJ, US: Lawrence Erlbaum
Associates, Inc.

Fornell, C., & Larcker, D. F. (1981). Evaluating Structural Equation
Models with Unobservable Variables and Measurement Error.
Journal of Marketing Research, 18(1), 39-50. Retrieved from
http://www.jstor.org/stable/3151312. do0i:10.2307/3151312

Gefen, D., Karahanna, E., & Straub, D. W. (2003). Trust and TAM
in Online Shopping: An Integrated Model. MIS Quarterly, 27(1),
51-90. Retrieved from http://www.jstor.org/stable/30036519.
doi:10.2307/30036519

Hair, J., Hult, G. T. M., Ringle, C., & Sarstedt, M. (2022). 4 Primer
on Partial Least Squares Structural Equation Modeling (PLS-
SEM).

Henseler, J., Ringle, C. M., & Sarstedt, M. (2016). Testing
measurement invariance of composites using partial least squares.
International Marketing Review, 33(3), 405-431. Retrieved from
https://doi.org/10.1108/IMR-09-2014-0304.  doi:10.1108/imr-09-
2014-0304

Hofstede, G. (2001). Culture's Consequences: Comparing Values,
Behaviors, Institutions and Organizations Across Nations (Vol. 41).

Huang, L., Ba, S., & Lu, X. (2014). Building Online Trust in a
Culture of Confucianism: The Impact of Process Flexibility and

Perceived Control. ACM Trans. Manage. Inf. Syst., 5(1), Article 4.
Retrieved from https://doi.org/10.1145/2576756.
doi:10.1145/2576756

Kalini¢, Z., Liébana-Cabanillas, F. J., Mufioz-Leiva, F., &
Marinkovi¢, V. (2019). The moderating impact of gender on the
acceptance of peer-to-peer mobile payment systems. International
Journal of Bank Marketing, 38(1), 138-158. Retrieved from
https://doi.org/10.1108/1JBM-01-2019-0012. doi:10.1108/ijbm-01-
2019-0012

Kim, C., Mirusmonov, M., & Lee, 1. (2010). An empirical
examination of factors influencing the intention to use mobile
payment. Computers in Human Behavior, 26(3),310-322. Retrieved
from
https.//www.sciencedirect.com/science/article/pii/S074756320900
168X. doi:https://doi.org/10.1016/j.chb.2009.10.013

Kim, D. J., Ferrin, D. L., & Rao, H. R. (2008). A trust-based
consumer decision-making model in electronic commerce: The role
of trust, perceived risk, and their antecedents. Decision Support
Systems, 44(2), 544-564. Retrieved from
https://www.sciencedirect.com/science/article/pii/S016792360700
1005. doi:https://doi.org/10.1016/1.dss.2007.07.001

Koster, A., Matt, C., & Hess, T. (2016). Carefully choose your
(payment) partner: How payment provider reputation influences m-
commerce transactions. Electronic Commerce Research and
Applications, 15, 26-37. Retrieved from
https://www.sciencedirect.com/science/article/pii/S156742231500
1027. doi:https://doi.org/10.1016/j.elerap.2015.11.002

Liébana-Cabanillas, F., Sanchez-Fernandez, J., & Mufioz-Leiva, F.
(2014). Antecedents of the adoption of the new mobile payment
systems: The moderating effect of age. Computers in Human
Behavior, 35, 464-478. Retrieved from
https://www.sciencedirect.com/science/article/pii/S074756321400

1447. doi:https://doi.org/10.1016/j.chb.2014.03.022

Lin, X., Featherman, M., & Sarker, S. (2017). Understanding factors
affecting users’ social networking site continuance: A gender
difference perspective. Information & Management, 54(3), 383-
395. Retrieved from
https://www.sciencedirect.com/science/article/pii/S037872061630
1719. doi:https://doi.org/10.1016/j.im.2016.09.004

Lu, Y., Yang, S., Chau, P. Y. K., & Cao, Y. (2011). Dynamics
between the trust transfer process and intention to use mobile
payment services: A cross-environment perspective. Information &
Management, 48(8), 393-403. Retrieved from
https://www.sciencedirect.com/science/article/pii/S037872061100
0802. doi:https://doi.org/10.1016/.im.2011.09.006

McKnight, D. H., Choudhury, V., & Kacmar, C. (2002). The impact
of initial consumer trust on intentions to transact with a web site: a
trust building model. The Journal of Strategic Information Systems,
11(3), 297-323. Retrieved from
https://www.sciencedirect.com/science/article/pii/S096386870200
0203. doi:https://doi.org/10.1016/S0963-8687(02)00020-3

Nugroho, R. H. (2024). Pengaruh Gen Z Dalam Menentukan
Implementasi  Aplikasi  Digitalisasi Keuangan. Kumparan.
Retrieved from https://kumparan.com/ryan-hary-
nugroho/pengaruh-gen-z-dalam-menentukan-implementasi-
aplikasi-digitalisasi-keuangan-23sAWeNO9IFB/full



https://doi.org/10.1108/IntR-11-2016-0359
https://doi.org/10.1108/FS-11-2019-0094
https://www.sciencedirect.com/science/article/pii/S0040162521000779
https://www.sciencedirect.com/science/article/pii/S0040162521000779
https://doi.org/10.1016/j.techfore.2021.120645
https://www.sciencedirect.com/science/article/pii/S156742231500054X
https://www.sciencedirect.com/science/article/pii/S156742231500054X
https://doi.org/10.1016/j.elerap.2015.07.006
https://www.pewresearch.org/short-reads/2019/01/17/where-millennials-end-and-generation-z-begins/?gad_source=1&gad_campaignid=22378837192&gbraid=0AAAAA-ddO9ERG4xIFU8zqFWqBKSqtWIzy&gclid=CjwKCAjwxrLHBhA2EiwAu9EdM6Wb4uwrYvxQfD7I0p89YKRHREd2LjbMHjHXf47RKQ0JcOIKeTrm4RoCcQMQAvD_BwE
https://www.pewresearch.org/short-reads/2019/01/17/where-millennials-end-and-generation-z-begins/?gad_source=1&gad_campaignid=22378837192&gbraid=0AAAAA-ddO9ERG4xIFU8zqFWqBKSqtWIzy&gclid=CjwKCAjwxrLHBhA2EiwAu9EdM6Wb4uwrYvxQfD7I0p89YKRHREd2LjbMHjHXf47RKQ0JcOIKeTrm4RoCcQMQAvD_BwE
https://www.pewresearch.org/short-reads/2019/01/17/where-millennials-end-and-generation-z-begins/?gad_source=1&gad_campaignid=22378837192&gbraid=0AAAAA-ddO9ERG4xIFU8zqFWqBKSqtWIzy&gclid=CjwKCAjwxrLHBhA2EiwAu9EdM6Wb4uwrYvxQfD7I0p89YKRHREd2LjbMHjHXf47RKQ0JcOIKeTrm4RoCcQMQAvD_BwE
https://www.pewresearch.org/short-reads/2019/01/17/where-millennials-end-and-generation-z-begins/?gad_source=1&gad_campaignid=22378837192&gbraid=0AAAAA-ddO9ERG4xIFU8zqFWqBKSqtWIzy&gclid=CjwKCAjwxrLHBhA2EiwAu9EdM6Wb4uwrYvxQfD7I0p89YKRHREd2LjbMHjHXf47RKQ0JcOIKeTrm4RoCcQMQAvD_BwE
https://www.pewresearch.org/short-reads/2019/01/17/where-millennials-end-and-generation-z-begins/?gad_source=1&gad_campaignid=22378837192&gbraid=0AAAAA-ddO9ERG4xIFU8zqFWqBKSqtWIzy&gclid=CjwKCAjwxrLHBhA2EiwAu9EdM6Wb4uwrYvxQfD7I0p89YKRHREd2LjbMHjHXf47RKQ0JcOIKeTrm4RoCcQMQAvD_BwE
https://www.pewresearch.org/short-reads/2019/01/17/where-millennials-end-and-generation-z-begins/?gad_source=1&gad_campaignid=22378837192&gbraid=0AAAAA-ddO9ERG4xIFU8zqFWqBKSqtWIzy&gclid=CjwKCAjwxrLHBhA2EiwAu9EdM6Wb4uwrYvxQfD7I0p89YKRHREd2LjbMHjHXf47RKQ0JcOIKeTrm4RoCcQMQAvD_BwE
https://www.pewresearch.org/short-reads/2019/01/17/where-millennials-end-and-generation-z-begins/?gad_source=1&gad_campaignid=22378837192&gbraid=0AAAAA-ddO9ERG4xIFU8zqFWqBKSqtWIzy&gclid=CjwKCAjwxrLHBhA2EiwAu9EdM6Wb4uwrYvxQfD7I0p89YKRHREd2LjbMHjHXf47RKQ0JcOIKeTrm4RoCcQMQAvD_BwE
http://www.jstor.org/stable/3151312
http://www.jstor.org/stable/30036519
https://doi.org/10.1108/IMR-09-2014-0304
https://doi.org/10.1145/2576756
https://doi.org/10.1108/IJBM-01-2019-0012
https://www.sciencedirect.com/science/article/pii/S074756320900168X
https://www.sciencedirect.com/science/article/pii/S074756320900168X
https://doi.org/10.1016/j.chb.2009.10.013
https://www.sciencedirect.com/science/article/pii/S0167923607001005
https://www.sciencedirect.com/science/article/pii/S0167923607001005
https://doi.org/10.1016/j.dss.2007.07.001
https://www.sciencedirect.com/science/article/pii/S1567422315001027
https://www.sciencedirect.com/science/article/pii/S1567422315001027
https://doi.org/10.1016/j.elerap.2015.11.002
https://www.sciencedirect.com/science/article/pii/S0747563214001447
https://www.sciencedirect.com/science/article/pii/S0747563214001447
https://doi.org/10.1016/j.chb.2014.03.022
https://www.sciencedirect.com/science/article/pii/S0378720616301719
https://www.sciencedirect.com/science/article/pii/S0378720616301719
https://doi.org/10.1016/j.im.2016.09.004
https://www.sciencedirect.com/science/article/pii/S0378720611000802
https://www.sciencedirect.com/science/article/pii/S0378720611000802
https://doi.org/10.1016/j.im.2011.09.006
https://www.sciencedirect.com/science/article/pii/S0963868702000203
https://www.sciencedirect.com/science/article/pii/S0963868702000203
https://doi.org/10.1016/S0963-8687(02)00020-3
https://kumparan.com/ryan-hary-nugroho/pengaruh-gen-z-dalam-menentukan-implementasi-aplikasi-digitalisasi-keuangan-23sAWeN9lFB/full
https://kumparan.com/ryan-hary-nugroho/pengaruh-gen-z-dalam-menentukan-implementasi-aplikasi-digitalisasi-keuangan-23sAWeN9lFB/full
https://kumparan.com/ryan-hary-nugroho/pengaruh-gen-z-dalam-menentukan-implementasi-aplikasi-digitalisasi-keuangan-23sAWeN9lFB/full

M. Ikhlash, T. Purba | Journal of Applied Accounting and Taxation 10 (2) 231-245

Rogers, E. M. (1962). Diffusion of Innovations: Free Press of
Glencoe.

San Martin, S., & Jiménez, N. H. (2011). Online buying perceptions
in Spain: can gender make a difference? Electronic Markets, 21(4),
267-281. Retrieved from https://doi.org/10.1007/s12525-011-0074-
y. doi:10.1007/s12525-011-0074-y

Sarstedt, M., Ringle, C. M., Smith, D., Reams, R., & Hair, J. F.
(2014). Partial least squares structural equation modeling (PLS-
SEM): A useful tool for family business researchers. Journal of
Family Business Strategy, 5(1), 105-115. Retrieved from
https://www.sciencedirect.com/science/article/pii/S187785851400
0060. doi:https://doi.org/10.1016/.jfbs.2014.01.002

Shao, Z., Zhang, L., Li, X., & Guo, Y. (2019). Antecedents of trust
and continuance intention in mobile payment platforms: The
moderating effect of gender. Electronic Commerce Research and
Applications, 33, 100823. Retrieved from
https://www.sciencedirect.com/science/article/pii/S156742231830
0899. doi:https://doi.org/10.1016/j.elerap.2018.100823

Statistik, B. P. (2024). Pertumbuhan Ekonomi Kota Batam Tahun
2023. Batam Retrieved from
https://batamkota.bps.go.id/id/pressrelease/2024/02/28/61 1/perkem
bangan-ekonomi-kota-batam-tahun-2023.html

Suh, B., & Han, 1. (2003). The Impact of Customer Trust and
Perception of Security Control on the Acceptance of Electronic
Commerce. International Journal of Electronic Commerce, 7(3),
135-161. Retrieved from http://www.jstor.org/stable/27751068.

Taylor, S., & Todd, P. A. (1995). Understanding Information
Technology Usage: A Test of Competing Models. Information
Systems ~ Research,  6(2), 144-176.  Retrieved from
http://www.jstor.org/stable/23011007.

Ubaidillah, M. Y., Pramana, E., & Chandra, F. H. (2023).
Continuance Intention Pada Aplikasi Mobile Payment Dengan
Menggunakan Extended Expectation Confirmation Model. JTIM :
Jurnal Teknologi Informasi dan Multimedia, 5(2), 149-161.
Retrieved from https://www.journal.sekawan-
org.id/index.php/jtim/article/view/359. doi:10.35746/jtim.v5i2.359

Venkatesh, V., Morris, M., Davis, G., & Davis, F. (2003). User
Acceptance of Information Technology: Toward a Unified View.
MIS Quarterly, 27, 425-478. doi:10.2307/30036540

Venkatesh, V., Thong, J. Y. L., & Xu, X. (2012). Consumer
Acceptance and Use of Information Technology: Extending the
Unified Theory of Acceptance and Use of Technology. MIS
Quarterly, 36(1), 157-178. Retrieved from
http://www.jstor.org/stable/41410412. doi:10.2307/41410412

Zhou, T. (2013). An empirical examination of continuance intention
of mobile payment services. Decision Support Systems, 54(2), 1085-
1091. Retrieved from
https://www.sciencedirect.com/science/article/pii/S016792361200
2898. doi:https://doi.org/10.1016/j.dss.2012.10.034

Zhou, Z., Jin, X.-L., & Fang, Y. (2014). Moderating role of gender
in the relationships between perceived benefits and satisfaction in
social virtual world continuance. Decision Support Systems, 65, 69-
79. Retrieved from
https://www.sciencedirect.com/science/article/pii/S016792361400
1444. doi:https://doi.org/10.1016/j.dss.2014.05.004

245


https://doi.org/10.1007/s12525-011-0074-y
https://doi.org/10.1007/s12525-011-0074-y
https://www.sciencedirect.com/science/article/pii/S1877858514000060
https://www.sciencedirect.com/science/article/pii/S1877858514000060
https://doi.org/10.1016/j.jfbs.2014.01.002
https://www.sciencedirect.com/science/article/pii/S1567422318300899
https://www.sciencedirect.com/science/article/pii/S1567422318300899
https://doi.org/10.1016/j.elerap.2018.100823
https://batamkota.bps.go.id/id/pressrelease/2024/02/28/611/perkembangan-ekonomi-kota-batam-tahun-2023.html
https://batamkota.bps.go.id/id/pressrelease/2024/02/28/611/perkembangan-ekonomi-kota-batam-tahun-2023.html
http://www.jstor.org/stable/27751068
http://www.jstor.org/stable/23011007
https://www.journal.sekawan-org.id/index.php/jtim/article/view/359
https://www.journal.sekawan-org.id/index.php/jtim/article/view/359
http://www.jstor.org/stable/41410412
https://www.sciencedirect.com/science/article/pii/S0167923612002898
https://www.sciencedirect.com/science/article/pii/S0167923612002898
https://doi.org/10.1016/j.dss.2012.10.034
https://www.sciencedirect.com/science/article/pii/S0167923614001444
https://www.sciencedirect.com/science/article/pii/S0167923614001444
https://doi.org/10.1016/j.dss.2014.05.004

